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Security for cryptographic systems is based on two main approaches:
computational security and information-theoretic security.

In the first approach on tries to design a system in such a way that
an attacker can not feasibly break it within a reasonable amount of time.
These are the most common and used cryptosystems. The weakness is that
all proofs of security are based on unproven complexity assumptions.

Security in the second approach is achieved by proving that an attacker
can not gain any information about a certain secret even if he has unlim-
ited power. These proofs are based on, but not limit to, time-bounded
Kolmogorov complexity.

The project is consists in studying the current solutions and developing
new ones base on different complexities, e.g. [?, ?, ?].
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