
Australasian Information Security Conference (ACSW-AISC) 2013
Call for Papers

ACSW-AISC promotes research on all aspects of information security. Our goal is to improve communication
between security practitioners and researchers. For more than a decade, AISC or its predecessor AISW has
been one of the streams of the Australasian Computer Science Week (ACSW). We will continue this tradition
at ACSW 2013, in Adelaide from 29 January to 1 February.

We welcome submissions from academic and industrial researchers on all practical and theoretical aspects
of information security. Suggested topics include, but are not restricted to, the following.

• Access control
• Anonymity and pseudonymity
• Cryptography and cryptographic protocols
• Database security
• Digital forensics
• Identity management and identity theft
• Intrusion detection and prevention

• Information hiding and steganography
• Malicious software
• Network security
• Privacy in social networks
• Privacy preserving data mining
• Trust and risk

Program Co-Chairs
Clark Thomborson University of Auckland
Udaya Parampalli University of Melbourne

Program Committee
Lynn Batten, Deakin University
Serdar Boztas, RMIT University
Philip Branch, Swinburne U. of Technology
Ljiljana Brankovic, University of Newcastle
Raymond Choo, U. of South Australia
Sherman S. M. Chow, U. of Waterloo & CUHK
Peter Komisarczuk, U. of West London
Chris Mitchell, Royal Holloway U. of London
Paul Montague, DSTO, Australia

Juan Gonzalez Nieto, Queensland U. of Technology
Josef Pieprzyk, Macquarie University
Jill Slay, Polytechnic of Namibia & U. of South Australia
Ron Steinfeld, Monash University
Willy Susilo, University of Wollongong
Ian Welch, Victoria University of Wellington
Duncan S. Wong, City University of Hong Kong
Yang Xiang, Deakin University
Xun Yi, Victoria University, Australia

Key dates
Submission of paper: 27 August 2012
Notification of authors: 8 October 2012
Final version: 29 October 2012

Instructions for Authors
Authors are invited to submit original papers. Submissions must not substantially duplicate work that any of the
authors have published elsewhere or are submitting concurrently to any other publication venue. The submission
must be anonymous, with no author names, affiliations, acknowledgements, or obvious references. Contributions
should be no more than 10 pages in CRPIT two-column format (http://crpit.com/AuthorsSubmitting.
html). You may submit in single-column draft format, if you prefer.

There will be an award for the best student paper. To be considered for this award, the words “Student
Paper” must appear at the top of the anonymous submission. At least 75% of the work on this paper must
be done by the student. Usually, the student’s name will appear first in the list of authors on the published
version.

Papers will be judged on originality, significance, correctness and clarity. The contribution of the paper
should be clearly explained in both general and technical terms.

Papers must be submitted electronically and be received by the submission deadline. Late submissions and
non-electronic submissions will not be considered.

Submission details, and any updates to this call for papers, are available at http://cs.auckland.ac.nz/

research/conferences/acsw-aisc2013.

Publication
The proceedings of ACSW-AISC 2013 will be published through the Australian Computer Society (ACS), in
its Conferences in Research and Practice in Information Technology (CRPIT) series. Prior proceedings are
available at http://crpit.com.

By ACSW policy, no article will appear in the final version of the proceedings unless one of its authors has
delivered a presentation on it, in a 20-minute timeslot, as a registered attendee of ACSW-AISC 2013.
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