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Summary:

On Btech project session 4 my research focuses on Ethernet and TCP/IP, this is Ethernet research report and TCP/IP report is on another word file. Ethernet is the most widely used and costless local area network. It has been used in every area today and the speed of Ethernet is up to 10gb/s now.

In this report I will cover what is Ethernet, relationship between Ethernet and OSI model, Ethernet MAC sublayer, Ethernet physical sublayer and media, topology and hardware of Ethernet. 
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Objective and definition:

Ethernet is now the dominant LAN technology in the world. Other popular LAN types include Token Ring, Fast Ethernet, Fiber Distributed Data Interface (FDDI), Localtalk, Ethertalk, and Arcnet. Ethernet is a family of LAN technologies that may be best understood with the OSI reference model. The original and most popular version of Ethernet supports a data transmission rate of 10 Mb/s. Newer versions of Ethernet called "Fast Ethernet" and "Gigabit Ethernet" support data rates of 100 Mb/s and 1 Gb/s (1000 Mb/s). An Ethernet LAN may use coaxial cable, special grades of twisted pair wiring, or fiber optic cable. "Bus" and "Star" wiring configurations are supported. Ethernet devices compete for access to the network using a protocol called Carrier Sense Multiple Access with Collision Detection (CSMA/CD).
 (http://www.techfest.com/networking/lan/ethernet1.htm#1.1)

(http://www.lothlorien.net/collections/computer/ethernet.html)

The standard of Ethernet is defined by IEEE(Institute of Electrical and Electronics Engineers) with IEEE 802.3 CSMA/CD.

(http://www.ieee802.org/3/)

Ethernet and the OSI model:

Ethernet operates in two areas of the OSI model. These are the lower half of the data link layer, which is known as the MAC sublayer, and the physical layer.
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Ethernet at Layer 1 involves signals, bit streams that travel on the media, components that put signals on media, and various topologies. Ethernet Layer 1 performs a key role in the communication that takes place between devices, but each of its functions has limitations. Layer 2 addresses these limitations.
The Ethernet MAC Sublayer 

The MAC sublayer is concerned with the physical components that will be used to communicate the information. MAC refers to protocols that determine which computer in a shared-media environment, or collision domain, is allowed to transmit data.

The MAC sublayer has two primary responsibilities: 
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Data encapsulation, including frame assembly before transmission, and frame parsing/error detection during and after reception 
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Media access control, including initiation of frame transmission and recovery from transmission failure

（http://www.cisco.com/univercd/cc/td/doc/cisintwk/ito_doc/ethernet.htm#wp1020617）

Functionality:

Data that moves from one Ethernet station to another often passes through a repeater. All stations in the same collision domain see traffic that passes through a repeater. A collision domain is a shared resource. Problems that originate in one part of a collision domain will usually impact the entire collision domain.

A repeater forwards traffic to all other ports. A repeater never sends traffic out the same port from which it was received. Any signal detected by a repeater will be forwarded. If the signal is degraded through attenuation or noise, the repeater will attempt to reconstruct and regenerate the signal.
Ethernet Frame Structure:

The following illustrates the format of an Ethernet frame as defined in the original IEEE 802.3 standard: 

	Preamble (7bytes)
	Start Frame Delimiter (1byte)
	Destination MAC Address (6bytes)
	Source MAC Address (6bytes)
	Length / Type (2bytes)
	MAC Client Data
(0-n bytes)
	Pad
(0-p bytes)
	Frame Check Sequence (4bytes)


Preamble: 

A sequences of 56 bits having alternating 1 and 0 values that are used for synchronization. They serve to give components in the network time to detect the presence of a signal, and being reading the signal before the frame data arrives. 

Start Frame Delimiter: 

A sequence of 8 bits having the bit configuration 10101011 that indicates the start of the frame. 

Destination & Source MAC Addresses: 

The Destination MAC Address field identifies the station or stations that are to receive the frame. The Source MAC Address identifies the station that originated the frame. The 802.3 standard permits these address fields to be either 2-bytes or 6-bytes in length, but virtually all Ethernet implementations in existence today use 6-byte addresses. A Destination Address may specify either an "individual address" destined for a single station, or a "multicast address" destined for a group of stations. A Destination Address of all 1 bits refers to all stations on the LAN and is called a "broadcast address". 

Length/Type: 

If the value of this field is less than or equal to 1500, then the Length/Type field indicates the number of bytes in the subsequent MAC Client Data field. If the value of this field is greater than or equal to 1536, then the Length/Type field indicates the nature of the MAC client protocol (protocol type). 

MAC Client Data: 

This field contains the data transferred from the source station to the destination station or stations. The maximum size of this field is 1500 bytes. If the size of this field is less than 46 bytes, then use of the subsequent "Pad" field is necessary to bring the frame size up to the minimum length. 

Pad: 

If necessary, extra data bytes are appended in this field to bring the frame length up to its minimum size. A minimum Ethernet frame size is 64 bytes from the Destination MAC Address field through the Frame Check Sequence. 

Frame Check Sequence: 

This field contains a 4-byte cyclical redundancy check (CRC) value used for error checking. When a source station assembles a MAC frame, it performs a CRC calculation on all the bits in the frame from the Destination MAC Address through the Pad fields (that is, all fields except the preamble, start frame delimiter, and frame check sequence). The source station stores the value in this field and transmits it as part of the frame. When the frame is received by the destination station, it performs an identical check. If the calculated value does not match the value in this field, the destination station assumes an error has occurred during transmission and discards the frame.

(http://www.techfest.com/networking/lan/ethernet2.htm)

The Ethernet Physical Layers:
Because Ethernet devices implement only the bottom two layers of the OSI protocol stack, they are typically implemented as network interface cards (NICs) that plug into the host device's motherboard. The different NICs are identified by a three-part product name that is based on the physical layer attributes. 

The naming convention is a concatenation of three terms indicating the transmission rate, the transmission method, and the media type/signal encoding.

IEEE Ethernet naming rules: 
Ethernet is not one networking technology, but a family of networking technologies that includes Legacy, Fast Ethernet, and Gigabit Ethernet. Ethernet speeds can be 10, 100, 1000, or 10,000 Mbps. The basic frame format and the IEEE sublayers of OSI Layers 1 and 2 remain consistent across all forms of Ethernet.

	Speed
	Signal method
	Medium

	10
	BASE
	2

	100
	BROAD
	5

	1000
	
	-T

	10000
	
	-TX

	
	
	-SX


Encoding for Signal Transmission 

In baseband transmission, the frame information is directly impressed upon the link as a sequence of pulses or data symbols that are typically attenuated (reduced in size) and distorted (changed in shape) before they reach the other end of the link. The receiver's task is to detect each pulse as it arrives and then to extract its correct value before transferring the reconstructed information to the receiving MAC. 

Filters and pulse-shaping circuits can help restore the size and shape of the received waveforms, but additional measures must be taken to ensure that the received signals are sampled at the correct time in the pulse period and at same rate as the transmit clock: 
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The receive clock must be recovered from the incoming data stream to allow the receiving physical layer to synchronize with the incoming pulses. 
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Compensating measures must be taken for a transmission effect known as baseline wander. 

Clock recovery requires level transitions in the incoming signal to identify and synchronize on pulse boundaries. The alternating 1s and 0s of the frame preamble were designed both to indicate that a frame was arriving and to aid in clock recovery. However, recovered clocks can drift and possibly lose synchronization if pulse levels remain constant and there are no transitions to detect (for example, during long strings of 0s). 

Baseline wander results because Ethernet links are AC-coupled to the transceivers and because AC coupling is incapable of maintaining voltage levels for more than a short time. As a result, transmitted pulses are distorted by a droop effect similar to the exaggerated example shown in Figure 7-12. In long strings of either 1s or 0s, the droop can become so severe that the voltage level passes through the decision threshold, resulting in erroneous sampled values for the affected pulses. 
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The 802.3 Physical Layer Relationship to the ISO Reference Model :
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The physical layer for each transmission rate is divided into sublayers that are independent of the particular media type and sublayers that are specific to the media type or signal encoding. 
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The reconciliation sublayer and the optional media-independent interface (MII in 
10-Mbps and 100-Mbps Ethernet, GMII in Gigabit Ethernet) provide the logical connection between the MAC and the different sets of media-dependent layers. The MII and GMII are defined with separate transmit and receive data paths that are bit-serial for 10-Mbps implementations, nibble-serial (4 bits wide) for 100-Mbps implementations, and byte-serial (8 bits wide) for 1000-Mbps implementations. The media-independent interfaces and the reconciliation sublayer are common for their respective transmission rates and are configured for full-duplex operation in 10Base-T and all subsequent Ethernet versions. 
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The media-dependent physical coding sublayer (PCS) provides the logic for encoding, multiplexing, and synchronization of the outgoing symbol streams as well symbol code alignment, demultiplexing, and decoding of the incoming data. 
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The physical medium attachment (PMA) sublayer contains the signal transmitters and receivers (transceivers), as well as the clock recovery logic for the received data streams. 
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The medium-dependent interface (MDI) is the cable connector between the signal transceivers and the link. 
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The Auto-negotiation sublayer allows the NICs at each end of the link to exchange information about their individual capabilities, and then to negotiate and select 
the most favorable operational mode that they both are capable of supporting. Auto-negotiation is optional in early Ethernet implementations and is mandatory in later versions. 

Depending on which type of signal encoding is used and how the links are configured, the PCS and PMA may or may not be capable of supporting full-duplex operation.

(http://www.cisco.com/univercd/cc/td/doc/cisintwk/ito_doc/ethernet.htm#wp1020832)
Media and Topologies

One of the most important parts of designing and installing a network is deciding on which cabling medium and wiring topology to use. There are four major types of media in use today: Thickwire, thin coax, unshielded twisted pair (UTP), and fiber optic.

Ethernet media are used in two basic topologies called "bus" and "star". The topology defines how a node (which is any device such as a computer, printer, or hub) is connected to the network.

A bus topology consists of nodes connected together by a single long cable. Each node "taps" into the bus and directly communicates with all other nodes on the bus. The major advantage of this topology is the easy expansion, by adding extra "taps", and the lack a hub. The major disadvantage is that any break in the cable will cause all nodes on the cable to loose connection to the network.

A star topology links exactly two nodes together on the network. A hub is used to collection point where many of the connections come together. The major advantage is any single break only disables one host. The major disadvantage is the added cost of a hub.
(http://www.lothlorien.net/collections/computer/ethernet.html)

Hardware used in Ethernet

There are NIC card, hub, repeater, bridge, switch and router in Ethernet.

One of the most important reasons that Ethernet is the most costless LAN is the Ethernet NIC card is only US$ 20 to 100. 

