Project Time Lines

1. Pre-test: Network assessment …………………………………………31 days
1.1 Ascertain whether the network supports Layer 2 and Layer 3 QoS and VLANs (virtual LANs) ……………………………………………1day 

1.2 Select management  tools to use and familiar with the tools ……...7day
1.3 Install tools ………………………………………………………..1day
1.4 Measure the network capacity……………………………………..1day
1.5 Gauge a two week’s data traffic & measure QoS………………...14day
1.6 Analysis and determine if the network can support the added bandwidth VoIP demands………………………………………….7day
1.7 Report release
2. Analysis and build VoIP Architecture …………………………………..7days
3. Order VoIP Product ……………………………………………………30 days
4. Install & Configure ………………………………………………………7days

4.1 Install VoIP Equipments …………………………………………….3 days

4.2 Configue …………………………………………………………….4 days
5. Post-Test: ………………………………………………………………47days
5.1 Check the duplexity settings of the connections, and check switch and router settings …………………………………………………………1day

5.1.1 Manually set both ends of every backbone connection to full duplex. 
5.1.2 If one end experiences collisions, it probably has been set for half duplex. 
5.1.3 If the opposite end has lots of CRC (cyclic redundancy check) errors and no collisions, it likely has been set for full duplex. 
5.2 Test PC-to-switch and phone-to-switch connections …………………1day
5.3 Test Qos …………………………………………………………….30days
5.3.1 Test bandwidth 

5.3.2 Test QoS with or without firewall

5.3.3 Test QoS with or without VPN

5.3.4 Overall voice quality (Estimated MOS)

5.3.5 Average jitter

5.3.6 Distribution of packet jitter

5.3.7 One-way delay

5.3.8 Throughput

5.3.9 Consecutive lost data grams

5.3.10 Percentage data loss

5.3.11 Compare the effectiveness of different QoS schemes
5.3.11.1 Test different router queues design

5.3.11.2 Test different echo-cancellation features 

5.3.11.3 Test different codec
5.3.12 Report and Analysis

5.4 Test Security ……………………………………………………..15days
5.5 Test Scalability
5.5.1 determine the maximum call capacity

5.5.2 under normal and peak data loads. 

5.5.3 with QoS enabled, and disabled, 

5.5.4 firewalls and VPNs enabled and disabled.

5.5.5 Evaluate the converged network services, such as integrated fax, voicemail/E-mail, and unified directories.

5.5.6 Testing individual components

5.5.7 Determine how mach extra load of the component (eg, switch) in case of on failure.

5.5.8 Evaluating the degree of network intelligence 

6 Final Report. ………………………………………………………………7 days
Total: 102 days
