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Session Initiation Protocol (SIP)

The Session Initiation Protocol (SIP) is a signaling protocol used for establishing sessions in an IP network. A session could be a simple two-way telephone call or it could be a collaborative multi-media conference session. SIP's main purpose is to help session originators deliver invitations to potential session participants, set up and tear down connections.
The Voice over IP community has adopted SIP as its protocol for signalling. SIP is an RFC standard (RFC 3261) from the Internet Engineering Task Force (IETF).
http://www.sipcenter.com/sip.nsf/html/What+Is+SIP+Introduction
1. Characteristics
SIP is described as a control protocol for creating, modifying and terminating sessions with one or more participants. SIP supports session descriptions that allow participants to agree on a set of compatible media types. It also supports user mobility by proxying and redirecting requests to the user's current location. 

SIP provides its own reliability mechanism and is therefore independent of the packet layer and only requires an unreliable datagram service. SIP is typically used over UDP or TCP. 

http://www.sipcenter.com/sip.nsf/html/Characteristics
The services that SIP provides:

· Name translation and user Location: Ensuring that the call reaches the called party. Carrying out any descriptive information to location information. 
· Call Setup: ringing and establishing call parameters at both called and calling party.

· User Availability: determination of the willingness of the called party to engage in communications.

· User Capabilities: determination of the media and media parameters to be used.

· Call handling: the transfer and termination of calls.
· Call participant management: A participant can bring other users onto the call or cancel connections to other users. 
· Call feature changes: A user should be able to change the call characteristics during the course of the call. 
2. Components of SIP
There are two basic components within SIP: the SIP user agent and the SIP network server:

· User Agents: is the end system component for the call. There are two parts of it: a User Agent Client (UAC) and a User Agent Server (UAS). 
· The client element initiates the calls.

· The server element answers the calls.
· Network Servers: is the network device that handles the signaling associated with multiple calls. The main function of the SIP servers is to provide name resolution and user location.
There are 3 types of servers. 
· A registration server receives updates concerning the current locations of users. 
· A proxy server on receiving requests, forwards them to the next-hop server, which has more information about the location of the called party. 
· A redirect server on receiving requests, determines the next-hop server and returns the address of the next-hop server to the client.

3. SIP Messages
SIP messages are used for communicating between the client and the SIP server. These messages are:

· INVITE: for inviting a user to a call

· BYE: for terminating a connection between the two end points

· ACK: for reliable exchange of invitation messages

· OPTIONS: for getting information about the capabilities of a call

· REGISTER: gives information about the location of a user to the SIP registration server.
· CANCEL: for terminating the search for a user
4. SIP operations
Callers and callees are identified by SIP addresses. When making a SIP call, a caller first needs to locate the appropriate server and send it a request. The caller can either directly reach the callee or indirectly through the redirect servers. The Call ID field in the SIP message header uniquely identifies the calls. 
The SIP operations are:
· SIP Addressing: The SIP hosts are identified by a SIP URL which is of the form sip:username@host. 
· Locating a SIP server: The client can either send the request to a SIP proxy server or it can send it directly to the IP address and port corresponding to the Uniform Request Identifier (URI).
· SIP Transaction: Once the host part of the Request URI has been resolved to a SIP server, the client can send requests to that server. A request together with the responses triggered by that request make up a SIP transaction. 
· SIP Invitation: A successful SIP invitation consists of two requests: a INVITE followed by ACK. 
· The INVITE request asks the callee to join a particular conference or establish a two party conversation. After the callee has agreed to participate in the call, the caller confirms that it has received that response by sending an ACK request. 
· Locating a User: A callee may keep changing its position with time. These locations can be dynamically registered with the SIP server. 
· Changing an Existing Session: Change the parameters of an existing session by re-issuing the INVITE message using the same Call ID but a new body to convey the new information.
Example of SIP Operation
Here is an example of a client is inviting a participant for a call: 

1. A SIP client creates an INVITE message for arora.32@osu.edu., which is normally sent to a proxy server. 
2. This proxy server tries to obtain the IP address of the SIP server that handles requests for the requested domain. The proxy server consults a Location Server to determine this next hop server. The Location server is a non SIP server that stores information about the next hop servers for different users. 

3. On getting the IP address of the next hop server, the proxy server forwards the INVITE to the next hop server.

4. After the User Agent Server (UAS) has been reached, it sends a response back to the proxy server. 

5. The proxy server in-turn sends back a response to the client. 

6. The client then confirms that it has received the response by sending an ACK. 
[image: image1.emf]
5. Advantage of SIP
· Scales, extensible: SIP does not know about the details of a session, it just initiates, terminates and modifies sessions. This simplicity means that SIP is scales, extensible in different architectures and deployment scenarios.

· Comfortable with Internet applications: SIP is a request-response protocol that closely resembles HTTP and SMTP; consequently, SIP sits comfortably alongside Internet applications.
· Maximizing Interoperability: SIP is easy to bind SIP functions to existing protocols and applications, such as e-mail and Web browsers. 
· Easy to redirect: SIP addresses users by an email-like address (for example, sip:user@company.com). So it is easy to redirect someone to another phone as it is to redirect someone to a webpage.
· Contain nullity type data: SIP uses MIME, the de facto standard for describing content on the Internet. As a result, SIP messages can contain Java applets, images, audio files, authorization tokens or billing data. 
6. COMPARISON OF H.323 WITH SIP
	H.323 


	SIP

	Complex protocol
	Comparatively simpler



	Binary representation for its messages
	Textual representation



	Requires full backward compatibility
	Doesn't require full backward compatibility



	Not very modular
	Very modular



	Not very scalable
	Highly scalable



	Complex signaling
	Simple signaling



	Large share of market
	Backed by IETF



	Hundreds of elements
	Only 37 headers



	Loop detection is difficult
	Loop detection is comparatively easy



Conclusion

SIP is the IETF’s standard for establishing VOIP connections. It is a control protocol for creating, modifying and terminating sessions with one or more participants. 

The architecture of SIP is similar to that of HTTP (client-server protocol). Requests are generated by the client and sent to the server. The server processes the requests and then sends a response to the client. 

SIP provides reliability and does not depend on TCP for reliability. It depends on the Session Description Protocol (SDP) for carrying out the negotiation for codec identification. SIP supports session descriptions that allow participants to agree on a set of compatible media types. It also supports user mobility by proxying and redirecting requests to the user’s current location. 
http://www.cse.ohio-state.edu/~jain/cis788-99/ftp/voip_protocols.pdf
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