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Session Announcement Protocol (SAP)

This protocol is used for advertising the multicast conferences and other multicast sessions. 

How it works?

A SAP announcer periodically multicasts an announcement packet to a well known multicast address and port (port number 9875). A SAP listener learns of the multicast scopes using the Multicast Scope Zone Announcement Protocol and listens on the well known SAP address and port for those scopes. 
The SAP announcer is not aware of the presence or absence of any SAP listeners. A SAP announcement is multicast with the same scope as the session it is announcing, ensuring that the recipients of the announcement can also be potential recipients of the session being advertised
The time period between repetitions of an announcement is chosen such that the total bandwidth used by all announcements on a single SAP group remains below a preconfigured limit. 
http://www.cse.ohio-state.edu/~jain/cis788-99/ftp/voip_protocols.pdf
SAP Header
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· V - Version Number field is three bits and MUST be set to 1. 

· A: Address Type - It can have a value of 0 or 1:
0    The originating source field contains a 32-bit IPv4 address. 
1    The originating source contains a 128-bit IPv6 address. 

· R - Reserved. SAP announcers set this to 0. SAP listeners ignore the contents of this field. 

· T - Message Type. It can have a value of 0 or 1:
0    Session announcement packet
1    Session deletion packet. 

· E - Encryption Bit The encryption bit may be 0 or 1.
1    The payload of the SAP packet is encrypted and the timeout field must be added to the packet header.
0    The packet is not encrypted and the timeout must not be present.  

· C - Compressed Bit. If the compressed bit is set to 1, the payload is compressed. 

· Authentication Length - An 8bits unsigned quantity giving the number of 32 bit words, following the main SAP header, that contain authentication data. If it is zero, no authentication header is present. 

· Message Identifier Hash - used in combination with the originating source, provides a globally unique identifier indicating the precise version of this announcement. 

· Originating Source - This field contains the IP address of the original source of the message. This is an IPv4 address if the A field is set to zero; otherwise, it is an IPv6 address. The address is stored in network byte order. 

· Timeout - When the session payload is encrypted, the detailed timing fields in the payload are not available to listeners not trusted with the decryption key. Under such circumstances, the header includes an additional 32-bit timestamp field stating when the session should be timed out. The value is an unsigned quantity giving the NTP time in seconds at which time the session is timed out. It is in network byte order. 

· Payload Type - The payload type field is a MIME content type specifier, describing the format of the payload. This is a variable length ASCII text string, followed by a single zero byte (ASCII NUL). 

· Payload - The Payload field includes various sub fields.

http://www.javvin.com/protocolSAP.html
Conclusion


SAP is an announcement protocol that is used by session directory clients. A SAP announcer periodically multicasts an announcement packet to a well-known multicast address and port. The announcement is multicast with the same scope as the session it is announcing, ensuring that the recipients of the announcement can also be potential recipients of the session the announcement describes (bandwidth and other such constraints permitting). This is also important for the scalability of the protocol, as it keeps local session announcements local.
http://www.protocols.com/pbook/VoIPFamily.htm#SDP
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