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Resource Reservation Protocol (RSVP)

The network delay and Quality of Service are the most hindering factors in the voice-data convergence. The most promising solution has been developed by IETF viz., RSVP. 
RSVP requests will generally result in resources being reserved in each node along the data path. RSVP requests resources in only one direction; therefore it treats a sender as logically distinct from a receiver. 
RSVP is also used by routers to deliver quality-of-service (QoS) requests to all nodes along the path(s).  RSVP requests will generally result in resources being reserved in each node along the data path.

RSVP is not itself a routing protocol; RSVP is designed to operate with current and future unicast and multicast routing protocols.  

An RSVP process consults the local routing database(s) to obtain routes. In the multicast case, for example, a host sends IGMP messages to join a multicast group and then sends RSVP messages to reserve resources along the delivery path(s) of that group.  Routing protocols determine where packets get forwarded; RSVP is only concerned with the QoS of those packets that are forwarded in accordance with routing.

RSVP Attributes

RSVP has the following attributes

· RSVP makes resource reservations for both unicast and multicast applications, adapting dynamically to changing group membership as well as to changing routes.

· RSVP is simplex, i.e., it makes reservations for unidirectional data flows.

· RSVP is receiver-oriented, i.e., the receiver of a data flow initiates and maintains the resource reservation used for that flow.

· RSVP maintains "soft" state in routers and hosts, providing support for dynamic membership changes and automatic adaptation to routing changes.

· RSVP is not a routing protocol but depends upon present and future routing protocols.

· RSVP transports and maintains traffic control and policy control parameters that are opaque to RSVP.
· RSVP provides several reservation models to fit a variety of applications.

· RSVP provides transparent operation through routers that do not support it.

http://www.ietf.org/rfc/rfc2205.txt?number=2205
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A host uses RSVP to request a specific Quality of Service (QoS) from the network, on behalf of an application data stream. RSVP carries the request through the network, visiting each node the network uses to carry the stream. At each node, RSVP attempts to make a resource reservation for the stream.
To make a resource reservation at a node, the RSVP daemon communicates with two local decision modules, admission control and policy control. 
· Admission control determines whether the node has sufficient available resources to supply the requested QoS.

· Policy control determines whether the user has administrative permission to make the reservation. 
If either check fails, the RSVP program returns an error notification to the application process that originated the request. If both checks succeed, the RSVP daemon sets parameters in a packet classifier and packet scheduler to obtain the desired QoS. 
· The packet classifier determines the QoS class for each packet 
· Packet scheduler orders packet transmission to achieve the promised QoS for each stream.

http://www.isi.edu/rsvp/overview.html
Conclusion:
The RSVP protocol is used by a host to request specific qualities of service from the network for particular application data streams or flows. 
RSVP can prioritize and guarantee latency to specific IP traffic streams. With the advent of RSVP, VOIP has become a reality today. With RSVP enabled, we can accomplish voice communication with tolerable delay on a data network. 

RSVP is not itself a routing protocol, it is designed to operate with current and future unicast and multicast routing protocols. In order to efficiently accommodate large groups, RSVP makes receivers responsible for requesting a specific QoS. A QoS request from a receiver host application is passed to the local RSVP process. The RSVP protocol then carries the request to all the nodes along the reverse data path to the data source. 

http://www.cse.ohio-state.edu/~jain/cis788-99/ftp/voip_protocols.pdf
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