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Real-time Transport Protocol and Real-time Control Protocol

(RTP and RTCP)

RTP is the Internet-standard protocol for the transport of real-time data, including audio and video. Applications typically run RTP on top of UDP to make use of its multiplexing and checksum services
RTP supports the transfer of real-time media (audio and video) over packet switched networks. It is used by both SIP and H.323. It allows the receiver to detect any losses in packets and also provides timing information so that the receiver can correctly compensate for delay jitter. RTP provides information so that the receiver can recover in the presence of loss and jitter.
RTP does not address the issue of resource reservation or quality of service control; instead, it relies on resource reservation protocols such as RSVP.  
http://www.cs.columbia.edu/~hgs/rtp/
The RTP actually defines two separate protocols: 

· Real-time Transport Protocol (RTP): Transfer the real-time data

· RTP Control Protocol (RTCP): The control protocol supplies information about the participants in the session

The data transport is augmented by a control protocol (RTCP) to allow monitoring of the data delivery in a manner scalable to large multicast networks, and to provide minimal control and identification functionality. 

RTP and RTCP are designed to be independent of the underlying transport and network layers. The protocol supports the use of RTP-level translators and mixers.

http://www.protocols.com/pbook/h323.htm#RTP

1. RTP
The data part of RTP is a thin protocol providing support for applications with real-time properties such as continuous media (e.g., audio and video), including timing reconstruction, loss detection, security and content identification. 
( i ) RTP Header

The RTP header has the following format:
    0                   1                   2                   3

    0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

   |V=2|P|X|  CC   |M|     PT      |       sequence number         |

   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

   |                           timestamp                           |

   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

   |           synchronization source (SSRC) identifier            |

   +=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+

   |            contributing source (CSRC) identifiers             |

   |                             ....                              |

   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
The first twelve octets are present in every RTP packet, while the list of CSRC identifiers is present only when inserted by a mixer.

The fields have the following meaning:

· version (V): (2 bits) This field identifies the version of RTP. 

· padding (P): (1 bit) If the padding bit is set, the packet contains one or more additional padding octets at the end which are not part of the payload. The last octet of the padding contains a count of how many padding octets should be ignored. 
· extension (X): (1 bit) If the extension bit is set, the fixed header is followed by exactly one header extension.
· CSRC count (CC): (4 bits) The CSRC count contains the number of CSRC identifiers that follow the fixed header.

· marker (M): (1 bit) It is intended to allow significant events such as frame boundaries to be marked in the packet stream. A profile may define additional marker bits or specify that there is no marker bit by changing the number of bits in the payload type field.
· payload type (PT): (7 bits) This field identifies the format of the RTP payload and determines its interpretation by the application. 

· sequence number: (16 bits) The sequence number increments by one for each RTP data packet sent, and may be used by the receiver to detect packet loss and to restore packet sequence. 

· timestamp: (32 bits)The timestamp reflects the sampling instant of the first octet in the RTP data packet. 

· SSRC: (32 bits) The SSRC field identifies the synchronization source. This identifier is chosen randomly, with the intent that no two synchronization sources within the same RTP session will have the same SSRC identifier.
· CSRC list: (0 to 15 items, 32 bits each) The CSRC list identifies the contributing sources for the payload contained in this packet. The number of identifiers is given by the CC field. 
http://www.ietf.org/rfc/rfc1889.txt 
( ii ) Functions of RTP
The functions provided by RTP include:

· Sequencing: The sequence number in the RTP packet is used for detecting lost packets.

· Payload Identification: In the Internet, it is often required to change the encoding of the media dynamically to adjust to changing bandwidth availability. A payload identifier describes the encoding of the media.
· Frame Indication: Video and audio are sent in logical units called frames. A frame marker bit has been provided to indicate the beginning and end of the frame.
· Source Identification: Determine the originator of the frame. For this Synchronization Source (SSRC) identifier has been provided.  
· Intramedia Synchronization: RTP provides timestamps to compensate for the different delay jitter for packets within the same stream.
2. RTCP

RTCP is a control protocol and works in conjunction with RTP. In a RTP session, participants periodically send RTCP packets to obtain useful information about QoS etc. 

RTCP provides support for real-time conferencing of groups of any size within an internet. This support includes source identification and support for gateways like audio and video bridges as well as multicast-to-unicast translators. It offers quality-of-service feedback from receivers to the multicast group. 
( i ) RTCP Header

The format of the header is shown:
	0
	1
	2
	3
	4
	5
	6
	7

	 Version                                        
	P
	Reception report count

	                                                        Packet type

	                                                            Length


· Version: Identifies the RTP version which is the same in RTCP packets as in RTP data packets. The version defined by this specification is two.
· P: Padding. When it sets, this RTCP packet contains some additional padding octets at the end which are not part of the control information. The last octet of the padding is a count of how many padding octets should be ignored. 
· Reception report count: The number of reception report blocks contained in this packet. A value of zero is valid. 
· Packet type: Contains the constant 200 to identify this as an RTCP SR packet.
· Length: 32-bit words minus one, including the header and any padding. (The offset of one makes zero a valid length and avoids a possible infinite loop in scanning a compound RTCP packet, while counting 32-bit words avoids a validity check for a multiple of 4.) 
( ii ) Functions of RTCP
The additional services that RTCP provides are: 

· QoS feedback: RTCP is used to report the quality of service. The information includes number of lost packets, Round Trip Time, jitter.
· Session Control: By the use of the BYE packet, RTCP allows participants to indicate that they are leaving a session

· Identification: Information such as email address, name and phone number are included in the RTCP packets so that all the users can know the identities of the other users for that session.

· Intermedia Synchronization: Even though video and audio are normally sent over different streams, we need to synchronize them at the receiver so that they play together. RTCP provides the information that is required for synchronizing the streams.

http://www.cse.ohio-state.edu/~jain/cis788-99/ftp/voip_protocols.pdf
3. Conclusion:
RTP provides end-to-end delivery services for data with real-time characteristics, such as interactive audio and video. Those services include payload type identification, sequence numbering, time stamping and delivery monitoring. 
Applications typically run RTP on top of UDP to make use of its multiplexing and checksum services. RTP supports data transfer to multiple destinations using multicast distribution.

RTP does not provide any mechanism to ensure timely delivery or provide other quality-of-service guarantees, but relies on lower-layer services to do so. The sequence numbers included in RTP allow the receiver to reconstruct the sender's packet sequence.
http://www.ietf.org/rfc/rfc1889.txt 
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