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PLANET solutions for IP Offices

1. Internet Telephony PBX system 

IPX-1500
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Definition:

· FXO - Foreign Exchange Office. An interface that connects to the Public Switched Telephone Network's (PSTN) central office and is the interface offered on a standard telephone. Example: RJ-11 connector that allows analog connection to the central office.
· FXS
Foreign Exchange Station - the interface on a VOIP device for connecting directly to phones, faxes, and CO ports on PBXs or key telephone systems.
Internet PBX system - IPX-1500.The IPX-1500 has features such as auto-attendant, voicemail, voicemail-to-mail, IP extension, and call conferencing. 

Based on state-of-the-art embedded technology, the IPX-1500 provides a platform for voice communications as well as data network communications. The IPX-1500 is a solution for SOHO and SMB. 

IPX-1500 provides 8 CO lines (FXO interface, also called outside lines or trunk lines), 16 extension lines (FXS interface, also called inside lines or station lines), and the IP extension to bring the convenience and functionality for the office communication network. All the physical telephony ports in the IPX-1500 are analog with no special and proprietary hardware limitations for connections. 

Conventional telephony features, such as auto attendant, voicemail with personal greeting message, automatic roll over, call forwarding, CO line usage logging, and toll restriction are now able to be applied to the IP extensions in IPX-1500, the user can integrate IP phones as the extension in the office. The IPX-1500 not only maintains the existing telephony system, but also introduces the new infrastructure into the communication field. VoIP functions are transparently integrated with conventional telephony functions in the IPX-1500 design, and a uniform user interface is provided for both conventional and VoIP functions. 
IPX-1500 provides router service, IP sharing (NAT), firewall, VPN, DHCP server and QoS support to meet all the network demands in the office network. The VPN feature in IPX-1500 can help corporation users to establish secure, distributed inter-office voice communications. 
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IPX-1500/IPX-1000 Distributed IP PBX structure

Key Features

VoIP quality with QoS (Quality of Service) support: With guaranteed bandwidth network QoS management, the IPX-1500 provides superior voice quality in a congested network environment.

IP extension support: Newly introduced IP extension to bring the flexibility when planning and deploying your communication network, up to 32 extensions lines support (16 ext. 16 IP ext.)

Distributed VoIP network infrastructure: Based on the distributed network architecture, the user can combine the PLANET IPX-1000, IPX-1500, and the IP phones to the total solution for the communication network. The IPX-1000 can be installed in the branch office and communicate with the IPX-1500 in the head quarter. You can call a remote extension in the branch by dialing a simple extension number as if you are dialing a local extension

Off-net calling capability, call restriction, call access control: Off-Net Security controls in IPX-1500 can prevent from improper VoIP usages and all incoming Off-Net calls with unknown privilege. If the incoming Off-Net calls are with unknown privilege, VoIP administrator may ensure the proper usage of your VoIP and save your costs.

Replaces old PBX directly without requiring any new wiring to be put in: Telephony interfaces in IPX-1500 are analog ones, no special or proprietary hardware is required to build up the connection, the IPX-1500 saves the TOC for SOHO and SMB.

VPN tunneling, policy based firewall protection: The IPX-1500 supports policy-based firewall protection to bring more security for Internet access; the integrated VPN tunneling capability are optimized for the voice and data communications between your headquarter and branch. 

N - tuitive, ease-of-use web machine management: The network administrator can configure and manage IPX-1500 via standard web browser anywhere around the world.

SPECIFICATION 

	Product 
	Internet Telephony PBX system

	Model
	IPX-1500

	Hardware

	LAN 
	8 (10Base-T/100Base-TX, Auto-Negotiation)

	WAN
	1 (10Base-T/100Base-TX, Auto-Negotiation)

	Telephony ports
	6 RJ-45 (4 for extension, 2 for CO/PSTN line connection)

	Standards and protocol

	Call control
	H.323

	Voice CODEC support
	G.723.1/G.729a

	Voice processing
	Voice Active Detection,
DTMF detection/generation, 
G.165/G.168 echo cancellation (ECN) (25 ms.), 
Comfort noise generation (CNG), 
Gain Control

	Internet Sharing

	Protocol
	TCP/IP, NAT, DHCP, HTTP, DNS

	Advanced Function
	Port mapping, DMZ, policy based firewall, QoS

	Management
	HTTP

	Environment 

	Operating Temperature 
	0~50 degree C, 10~90% humidity 

	Power Requirement
	100-240VAC, 50/60Hz

	EMC/EMI
	CE, FCC

	Network and Configuration

	Connection type
	Static IP, PPPoE, DHCP

	Management
	Web


http://www.planet.com.tw/news/productnews/IPX-1500.htm
IPX 2000 Series System

Hardware
· MFX Server Unit 

· IP/TDM Gateway 

· Quad T1 Span 

· Voice and Data Modes 

· Linux OS 

· 10/100 Mb Ethernet Interfaces
Core Telephony Features
· Interactive Voice Response 

· Overhead Paging 

· Flexible Extension Logic 

· Multiple Line Extensions 

· Multi-Layered Access Control 

· Direct Inward System Access 

· Directory Listing 

· Auto Attendant(s) 

· Access Control 

· Call Queuing 

· ADSI Menu System 

· Support for Advanced Telephony Features 

· PBX Driven Visual Menu Systems 

· Visual Notification of Voicemail 

· Call Detail Records 

· Local Call Agents 

· Remote Call Agents 

· Protocol Bridging 

· Provides seamless integration of technologies 

· Offers a unified set of services to users regardless of connection type 

· Allows interoperability of VOIP systems
Conferencing Services
· Multiple Conference Rooms 

· Permanent bridges 
· Scheduled bridges 
· Secure Access 
· 3 way Calling 
· User or Attendant management
Enterprise Switch (PBX/CLASS) Call Features 
· Call Waiting 

· Caller ID 

· Caller ID Blocking 

· Caller ID on Call Waiting 

· Call Forward on Busy 

· Call Forward on No Answer 

· Call Forward Variable 

· Call Transfer 

· Call Parking 

· Call Retrieval 

· Remote Call Pickup 

· Do Not Disturb 

· Volume Control
Voicemail System Services
· Password Protected 

· Separate Away and Unavailable Messages 

· Default or Custom Messages 

· Web Interface for Voicemail Checking 

· E-Mail notification of Voicemail 

· Voicemail Forwarding 

· Visual Message Waiting Indicator 

· Message Waiting stutter dial tone
Voice VPN
· Optional service with IPX2000
Protocols Supported
· Session Initiation Protocol 

· PRI 

· BRI 

· RBS
http://www.mediafonx.org/IPX2000.html
2. Multi-Homing Security Gateway 
MH-5000

One way to prevent the internet connection from failure is to have more than one connection. PLANET's Multi-Homing Security Gateways reduce the risks of potential shutdown if one of the Internet connections fails. With Built-in fuzzy intelligence Dynamic Round-Robin, weighted Round Robin, it provides flexible load balancing function to keep up the Internet connection.

In addition to a multi-homing device, PLANET's Multi-Homing Security Gateways provide a complete security solution in a box. The rule-based firewall, Intrusion detection and prevention, multiple content filtering function, Anti-virus, Anti-spam and VPN connectivity with 3DES and AES encryption make network security. No more complex connection and settings for integrating different security products on the network are required. 

Bandwidth management function is also supported on MH-5000 to offer network administrators an easy yet powerful means to allocate network resources based on business priorities, and to shape and control bandwidth usage. 

Product Applications 
Medium enterprises, branch offices

The MH-5000 is a integrated device including most connectivity and security features for meeting medium enterprise needs. It is not required to change the existing network infrastructure, but provides a cost-effective WAN backup while using inexpensive, high-speed broadband. Increasing traffic loading is easily solved by balancing over multiple WAN connections, the changeable interfaces provide more than two WAN connections, and the network bandwidth can be easily increased by adding another ISP connection.

Key Features 

· All in one Security Gateway: The MH-5000 integrate the features includes, Multiple WAN, Multiple NAT, VPN tunneling, IDS/SPI, Content Filtering, Bandwidth Management, Anti-Virus, and Anti-Spam. 
· Outbound Load Balancing: The outbound WAN load balancer module will intelligently decide whether the new connection will be directed to which WAN link. It has a built-in fuzzy intelligence that will measure the round-trip delay of the traffic and make the best route selection.

· Bandwidth Management: Network packets can be classified based on the policies, and given limitation bandwidth with different priority.

· IDS: The Intrusion Detection Systems (IDS) will detect more than 2000 application-level attacks, and the logs will be generated and be sent via email.

· Rule-based SPI Firewall: The built-in rule-based SPI firewall protects against Denial of Service (DoS) attacks. It allows user to define the specified WAN or LAN users to use only allowed network services.

· VPN Connectivity: The security gateway supports IPSec, PPTP and L2TP VPN. With DES, 3DES and AES encryption and SHA-1 / MD5 authentication, the network traffic over public Internet is secured. MH-5000 offers also site to site, client to site to meet the demands for different VPN connections.

· Content Filtering: Varied protocol of content filtering can block specific Internet connection by user's definition, such as Web, Mail and FTP. The Java Applet, cookies and Active X packets can also be blocked by user configuration.

· Anti Virus: For providing SMTP/POP3/IMAP filter function, you can add/delete the extensions which you would like to block. (Max: 32 items). Besides, you can block remaining attached files using built-in virus patterns.

· Anti-Spam: It can restrict the commercial mails to send, to be received, and append "[SPAM]" to email subject if recognized as SPAM email. And then email receivers may easily judge his next step while receiving mails.

· Automatically database server update by day/hour/minute: You can specify a certain period of time to update MH-5000 database, and to keep your LAN area more safely under the protection.

· Multiple NAT: Multiple NAT allows local port to set multiple subnet works and connect to the Internet through different WAN IP addresses.

SPECIFICATION 

	Product
	Multi-homing Security Gateway

	Model 
	MH-5000

	Hardware 

	Ethernet
	LAN 
	2 x 10/100Mbps RJ-45

	
	WAN
	2 x 10/100Mbps RJ-45 

	
	DMZ
	1 x 10/100Mbps RJ-45

	LED 
	POWER, STATUS, 10/100 and LNK/ACT for each port

	Power
	115~240 VAC, 50~60Hz 6A

	Operating Environment
	Temperature: 0 ~ 50 degree C
Relative Humidity: 5% ~ 95%

	Dimension 
	1U Rackmount

	Regulatory
	FCC, CE Mark

	Software

	Management 
	Web, HTTPS, SNMP, Telnet, SSH, MISC, Command line interface

	Network Connection
	Transparent, NAT, Multi-NAT

	Routing Mode
	Static Route, RIPv1,v2, OSPF

	Outbound Load Balancing
	Built-in fuzzy intelligence Dynamic Round-Robin, weighted Round Robin

	Bandwidth Management
	Class-based policies 
Maximum bandwidth
Priority bandwidth utilization

	Firewall
	Rule-based SPI firewall
Alert detected attack
Filtering packets in VPN tunnels

	VPN Tunnels
	IKE: 256, Manual key: 2000

	VPN Functions
	IPSec, PPTP, L2TP support
DES, 3DES and AES encrypting and SHA-1 / MD5 authentication algorithm support
IPsec, PPTP, L2TP 
VPN pass throughVPN client to site, site to site support

	Content Filtering 
	Policy-Based content-filtering 
Web, FTP, Mail content filtering support
Blocks Java Applet, cookies, Active X, MSN over HTTP
URL filter by keyword, URL

	IDS 
	Over 2000 NIDS pattern and on-line pattern update
DDOS and DOS detected
Attack alarm via E-mail

	Anti-Virus 
	Email attachment virus scanning by SMTP, POP3, IMAP 
Automatic virus database by day/hour/minute
Alert by e-mail

	Anti-Spam 
	User define white/black list by file name, attachment, subject, keyword 
Fuzzy keyword analysis
Alert by e-mail

	Logs 
	E-mail notify
Event logs and alarm
System, firewall, IDS, content filtering, VPN logs support

	Others
	Dynamic 
DNS
DNS Proxy
DHCP Relay
SNMP Control
Definable interface
Database update by schedule


http://www.planet.com.tw/news/productnews/MH-5000.htm
3. 24-port + 1 Mini GBIC Managed Gigabit Ethernet Switch 
WGSW-24010
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The WGSW-24010 is a powerful, high-performance 24G + 1 Mini-GBIC 10/100/1000Mbps Fast Ethernet and Gigabit managed switch with twenty-four 10/100/1000Mbps ports and 1-SFP Mini-GBIC interfaces. The SFP Mini-GBIC interfaces for fiber extension is ideal for backbone connection to other workgroup products.

All RJ-45 copper interfaces support 10/100/1000Mbps Auto-Negotiation for optimal speed detection through RJ-45 Category 6, 5 or 5e cables. Also, all the ports support Auto-MDI/MDI-X that can detect the type of connection to any Ethernet device without requiring special straight or crossover cables. 

The powerful management capabilities of the device can be managed by using the console, telnet or the web. SNMP MIB-II. Entity MIB and RMON are supported to provide maximum management functionality, providing a useful platform for system managers to monitor and administer the system efficiently. A complete set of diagnostic LED is provided to simplify troubleshooting and provide a visible operating status. The IEEE 802.1Q VLAN tagging feature makes logically separating nodes easier with up to 256 VLAN groups allowed. Port trunking is also supported with up to 8 trunk groups on single switch. To simplify network troubleshooting when using sniffer software, the WGSW-24010 also supports port mirroring to duplicate up to 2 ports for transmitting and receiving packets to a specified sniffer port. 

Application 

Backbone Switch:

With up to 48 Gigabits per second of non-blocking switch fabric, the WGSW-24010 can easily provide the high bandwidth required both now and future.

Server Farm Switch:

Providing up to 24 Gigabit Ethernet ports, it is ideal to be used as a server farm switch connecting servers. With its port trunking function, a 2Gb fat pipe is provided for connecting to the backbone if required.

Key Features 
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	Complies with IEEE802.3, 10Base-T, IEEE802.3u, 100Base-TX and IEEE802.3ab, 1000Base-T and IEEE802.z 1000Base-SX/LX Ethernet standard
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	24 10/100/1000Mbps Ethernet ports, Auto MDI/MDI-X, Virtual Cable Test Support
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	1 Mini-GBIC for 1000Base-SX/LX fiber-optic interface with connection varied by media and distances
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	Features Store-and-Forward mode with wire-speed filtering and forwarding rates
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	Hardware based 10/100Mbps, half/full duplex and 1000Mbps full duplex mode, flow control and auto-negotiation
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	IEEE802.3x flow control for full duplex operation and backpressure for half duplex operation
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	Integrated address look-up engine, support 4K absolute MAC addresses, automatic address learning and address aging
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	400KB on chip frame buffer
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	9K Jumbo packet size support
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	IEEE802.1q VLAN, up to 256 VLANS, IEEE802.1p four priority with Weight Round Robins
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	LACP Link aggregation, port mirroring support
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	IGMP Snooping, Storm control
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	IEEE802.1d, IEEE802.1w, classic Spanning Tree Algorithm or Rapid Spanning Tree support

	[image: image17.png]



	Web, Telnet/Console Command Line management, SNMP v1, v2C
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	RMON Group 1, 2, 3, 9
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	Virtual Cable Test (VCT) technology provides the mechanism to detect and report potential cabling issues, such as cable opens, cable shorts, etc. on Copper Links.


SPECIFICATION 

	Model 
	WGSW-24010

	Hardware Specification 

	Network Ports 
	24 10/100/1000 Base-T STP ports
1 Mini-GBIC for 1000Base-SX/LX fiber-optic interface (shared with port 12)

	Switch Processing Scheme 
	Store-and-Forward

	Switch fabric
	48Gbps 

	Throughput (packet per second) 
	35.7Mbps 

	Address Table 
	4K entries

	Share data Buffer 
	512KB 

	Flow Control 
	Back pressure for half duplex, IEEE 802.3x Pause Frame for full duplex 

	Dimensions
	440 x 200 x 44 mm (1U height) 

	Weight 
	2.64 kg 

	Power Requirement 
	100~240 VAC, 50-60 Hz 

	Temperature 
	Operating: 0~50 degree C, Storage -20~70 degree 

	Humidity 
	Operating: 10% to 90%, Storage: 5% to 95% (Non-condensing) 

	Management

	Management Interface
	Web, Console, Telnet and SNMP

	Features
	RFC 1157 SNMP v1/v2
RFC 1213 MIB II
RFC 1493 Bridge MIB
RFC 1643 Ethernet MIB
RFC 1757 RMON, 4 groups; Group 1, 2, 3, 9.

	Standards Conformance 

	Regulation Compliance 
	FCC Part 15 Class A, CE

	Standards Compliance 
	IEEE 802.3 Ethernet
IEEE 802.3u Fast Ethernet
IEEE 802.3z/802.3ab Gigabit Ethernet
IEEE 802.3x Flow Control
IEEE 802.1p QoS priority
IEEE 802.1Q VLAN tag
IEEE 802.1D Spanning Tree Protocol
IEEE802.1w Rapid Spanning Tree
	RFC 768 UDP
RFC 783 TFTP
RFC 791 IP
RFC 792 ICMP 
PRFC 854 Telnet
RFC 2068 HTTP
RFC 2236 IGMPv2


http://www.planet.com.tw/news/productnews/WGSW-24010.htm
4. 24-port 10/100Mbps / PoE + 2-Gigabit Web Smart Ethernet Switch 
FGSW-2620PVS / FGSW-2402PVS 
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For catering to the need of remote management and in-line power, PLANET releases two new Web Smart PoE (Power over Ethernet) Switches, the FGSW-2620PVS and FGSW-2402PVS. 

The PLANET FGSW-2620PVS provides 24 10/100Mbps Fast Ethernet ports and 2 fixed 10/100/1000Mbps ports (either Gigabit copper or SFP). And the FGSW-2402PVS offers 24 10/100Mbps Fast Ethernet ports with 2 open slots (port25, 26). The two open slots can be installed by optionally 10/100Base-TX port, 1000Base-T port, 100Base-FX, or 1000Base-SX/LX fiber-optic interfaces. The distance can be extended from 100 meters (TP), 2 kilometers (Multi-mode, ST or SC), up to 70 kilometers (Single-mode, SC / WDM / SFP). 

Both switches are equipped with non-blocking 8.8Gbps backplane greatly simplify the tasks of upgrading your LAN to cater to increased bandwidth demands. The PoE, in-line power, following the standard IEEE802.3af, makes the both switches able to power 24 PoE devices at the distance up to 100 meters through the 4-pair Cat 5/5e UTP wire.

For efficient management, the Web Smart Switch is equipped with console and Web interface and can be programmed for basic switch management functions, such as port speed configuration, Port Trunking, VLAN, Port Mirroring, QoS, bandwidth control, PoE power inject priority and Misc Configuration including IP, password settings. 

The Switch provides port-based VLAN (including overlapping). The VLAN groups allowed on the switch will be maximally up to 26 for port-based VLAN. Via supporting port trunking, the Switch allows the operation of a high-speed trunk connecting to multiple ports. The Switch also provides seven groups of up to 4-ports for trunking, and it supports fail-over as well. 

Key Features 
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	Complies with the IEEE802.3, IEEE802.3u, IEEE802.3z and IEEE802.3ab Gigabit Ethernet standard, IEEE802.3af Power over Ethernet standard 
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	24-Port 10/100 Mbps Fast Ethernet ports with PoE support 
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	2 open slots for 10/100Base-TX, 1000Base-T and 100Base-FX, 1000Base-SX/LX fiber-optic interface connection varied by media and distance (FGSW-2420PVS)
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	Either 10/100/1000Base-T or SFP (Mini GBIC) Gigabit Ethernet for flexibility install and extension (FGSW-2620PVS)
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	Each RJ-45 ports support auto-negotiation -10/20, 100/200Mbps, auto MDI detection
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	Prevents packet loss with back pressure (half-duplex) and 802.3x PAUSE frame flow control (full- duplex)
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	High-performance Store and Forward architecture, broadcast storm control, runt/CRC filtering eliminates erroneous packets to optimize the network bandwidth
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	6K MAC address table, automatic source address learning and ageing
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	4 Mbit embedded memory for packet buffers
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	Console and Web interface for Switch basic management and setup
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	Support up to 26 port-based VLAN groups
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	Support up to 7 Trunk groups, each trunk for up to maximum 4 port with 800Mbps bandwidth
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	Port mirroring allows monitoring of the traffic across any port in real time
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	Support QoS and bandwidth control on each port
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	Power injection priority support for order of power feeding to the remote equipments


Application
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Department/ Workgroup PoE Switch

Providing up to 24 PoE, in-line power interface, the switch can easily build a power central-controlled IP phone system, IP Camera system, AP group for the enterprise. For instance, 24 cameras/AP can be easily installed around the corner in the company for surveillance demands or build a wireless roaming environment in the office.
Without the power-socket limitation, the switch makes the installation of cameras or WLAN AP more easily and efficiently.

SPECIFICATION 

	Product 
	FGSW-2402PVS
24-port 10/100Mbps / PoE +2-Gigabit slots Web Smart Ethernet Switch
	FGSW-2620PVS
24-port 10/100Mbps / PoE +2-port 1000Base-T/ SFP Web Smart Ethernet Switch

	Hardware Specification 

	Ports 
	24 10/ 100Base-TX RJ-45 Auto-MDI/MDI-X ports

	Module Slot 
	2 open slots for 10/100Base-TX, 1000Base-T and 100Base-FX, 1000Base-SX/LX fiber-optic interface
	2 fixed 10/100/1000Base-T RJ-45, SFP (Mini GBIC); Either TP or SFP

	PoE ports
	24 (port#1 to port#24); IEEE802.3af power injection

	Switch Processing Scheme 
	Store-and-forward 

	Address Table 
	6K entries 

	Share data Buffer 
	4Mbit

	Throughput
	6.6Mpps 

	Switch fabric
	8.8Gbps

	Flow Control 
	Back pressure for half duplex, IEEE 802.3x Pause Frame for full duplex 

	Dimensions 
	440 x 260 x 44 mm (W x D x H), 1U height 

	Weight 
	3.2 kg 
	3.3 kg

	Power Requirement 
	100~240 VAC, 50/60Hz 

	Power Consumption / Dissipation 
	260 Watts maximum; 780 BTU/hr maximum 

	Temperature 
	Operating: 0~50 degree C; Storage -40~70 degree C 

	Humidity
	Operating: 10% to 90%; Storage: 5% to 95% (Non-condensing) 

	Smart function

	System Configuration 
	Console port and Web interface

	Port Configuration
	Port disable/enable 
Auto-negotiation disable/enable.
10/100Mbps full and half duplex mode selection
Flow control disable/enable
PoE power supply enable/disable, power feeding priority

	Port Status
	Display each port's disable/enable status, each port's link status, and speed duplex mode, flow control status
PoE power consumption, power injection status

	Port Trunking
	Support 7 groups of 4-port trunk support

	VLAN 
	Maximum up to 26 VLAN groups for port-based VLAN

	Port Mirroring 
	1 Mirroring port to monitor several mirrored ports. The monitor modes are Disable, RX, TX, TX& RX

	QoS
	Allow to assign low and high priority on each port

	Bandwidth Control
	Allow to assign rate control on each port

	Standards Conformance 

	Regulation Compliance 
	FCC Part 15 Class A, CE 

	Standards Compliance 
	IEEE 802.3 (Ethernet), 
IEEE 802.3u (Fast Ethernet)
IEEE 802.3z(Gigabit Ethernet)
IEEE 802.3ab (Gigabit Ethernet)
IEEE802.3x (Flow control)
IEEE 802.1p QoS
IEEE802.3af Power over Ethernet


http://www.planet.com.tw/news/productnews/FGSW-2620VS.htm
5. 54/108Mbps Super G Wireless LAN Managed Access Point with PoE
WAP-4060PE
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WAP-4060PE is an IEEE 802.11g Wireless Access Point with PoE. IEEE 802.11g uses 2.4GHz frequency band, the same as IEEE 802.11b; but it provides almost 5 times throughput rate than 802.11b. With the latest innovative Super G technology integrated, the maximum data rate of WAP-4060PE is 108Mbps, which doubles the speed of standard 802.11g. WAP-4060PE is also backward compatible and interoperable with IEEE 802.11b compliant wireless devices. 

Catering to the enterprise demands, WAP-4060PE enhances security and management features, including multiple SSIDs, VLAN support, WPA support, RADIUS MAC authentication, rogue AP detection, and so on. The LAN port of WAP-4060PE is 802.3af compliant. Therefore, it can be installed anywhere without the constraint on power socket. Provided with one reversed-polarity SMA male connector, WAP-4060PE is easy to connect external antenna and booster to extend the wireless distance. 

Application 

	Secured and managed enterprise-class WLAN

	With support for WPA mechanism, the WAP-4060PE can effectively prevent your information from eavesdropping by unauthorized users. Up to 8 security profiles can be defined in WAP-4060PE, and up to 4 security profiles can be enabled at one time, thus allowing up to 4 different SSIDs to be used simultaneously. Cooperating with the VLAN support, network administrators can define seperated wireless subnets for various Class-of-service and security policies.
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Key Features 
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	Wireless LAN IEEE802.11g and IEEE802.11b compliant
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	Support PoE port (IEEE802.3af compliant)

	[image: image41.png]



	Support IEEE802.11d standard (Worldwide mode)
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	Strong network security with 802.1X authentication, and 64/128-bit WEP encryption
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	Supports WPA (Wi-Fi Protected Access) for both 802.1x and WPA-PSK
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	One detachable reverse-polarity SMA connectors can connect to external antenna for expanding connection distance
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	Super G mode efficiently raises the data transfer rate up to 108Mbps
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	Five operation modes selectable: AP / AP Client / Wireless Bridge / Multiple Bridge / Repeater
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	Adjustable output power level
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	Support Multiple SSIDs, Multiple SSID isolation, 802.1Q VLAN, RADIUS MAC authentication, Rogue AP detection, Access Control
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	Provide Windows-base utility, Web, and CLI (Command Line Interface) Configuration
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	SNMP support


SPECIFICATION 

	Model 
	WAP-4060PE

	Standard 
	IEEE 802.11b, 802.11g

	Signal Type
	DSSS (Direct Sequence Spread Spectrum)

	Modulation
	OFDM with BPSK, QPSK, 16QAM, 64QAM, DBPSK, DQPSK, CCK

	Port
	10/100Mbps RJ-45 port * 1, 802.3af compliant

	Antenna Connector 
	Reverse SMA male * 1

	Output Power
	18dBm

	Sensitivity
	802.11b
	11 Mbps (CCK): -85dBm 
5.5 Mbps (QPSK): - 89dBm
1, 2 Mbps (BPSK): - 90dBm
(typically @PER < 8% packet size 1024 and @25oC + 5oC) 

	
	802.11g
	54 Mbps: -72dBm
48 Mbps: - 72dBm
36 Mbps: -76dBm
24 Mbps: -79dBm
18 Mbps: -82dBm
12 Mbps: -86dBm
9 Mbps: -89dBm
6 Mbps: -90dBm
(typically @PER < 8% packet size 1024 and @25oC + 5oC)

	Operating Mode 
	AP, AP Client, Wireless Bridge, Multiple Bridge, Repeater

	Security 
	Open, shared, WPA, and WPA-PSK authentication
802.1x support 
EAP-TLS, EAP-TTLS, PEAP
Block inter-wireless station communication
Block SSID broadcast

	Management 
	Web based configuration
RADIUS Accounting
RADIUS-On feature
RADIUS Accounting update
CLI
Message Log
Access Control list file support
Configuration file Backup/Restore
Statistics support
Device discovery program
Windows Utility

	Data Rate 
	Super G mode 
	Up to 108Mbps

	
	802.11g
	Up to 54Mbps (6/9/12/18/24/36/48/54) 

	
	802.11b
	Up to 11Mbps (1/2/5.5/11)

	Dimensions (L x W x H)
	150 x 102 x 30mm

	Weight
	210g

	Environmental Specification 
	Operating temperature: 0 - 40 degree C
Storage temperature: -20 - 70 degree C
Relative humanity: 0% - 90% (non-condensing) 

	Power Requirement 
	24V DC, 0.5A

	Electromagnetic Compatibility
	FCC, CE


http://www.planet.com.tw/news/productnews/WAP-4060PE.htm
6. Power over Ethernet H.323 / SIP IP Phone
VIP-100PT / VIP-150PT

[image: image51.png]



Meeting the next-generation Internet telephony service demands, PLANET Technology provides feature-rich, toll-quality Internet telephony service solutions. The 802.3af Power over Ethernet (PoE) IP Phone - VIP-100PT / VIP-150PT. VIP-100PT is H.323 v2/v3/v4 compliant with H.235 security support, the VIP-152T is SIP 2.0 (RFC3261) compliant with SIP digest authentication supports. The VIP-100PT / VIP-150PT feature high-quality speakerphone technology; also include an easy-to-use speaker on/off button and call hold/transfer buttons for various voice services. These features go beyond the conventional voice systems nowadays, and the PoE IP phones are cost-effective solution for Internet Telephony Service Provider (ITSPs) communications and interoperates VoIP hardware and systems form othe major third party vendors with the traditions of PLANET VoIP family. 

As feature-rich IP Phones, the VIP-100PT / VIP-150PT fulfill your needs. They are simple to use, and have additional features such as built-in PPPoE/DHCP clients, password-protected machine management, LCD menu display, hands-free speakerphone, last number redial, incoming message indicator, and user-intuitive web administration system.

The VIP-100PT / VIP-150PT are self-contained, service-integrated IP phones- offers intelligent phone features, and powerful voice processing power. The VIP-100PT / VIP-150PT can effortlessly deliver toll voice quality equivalent to the regular PSTN connections utilizing cutting-edge Quality of Service, echo cancellation, comfort noise generation and voice compensation technology. Meanwhile, the dual Ethernet interfaces on the VIP-100PT / VIP-150PT allow users to install in an existing network location without interfering with desktop PC network connections..The new VIP-100PT / VIP-150PT deliver more convenience, efficiency, innovation and benefits of VoIP in your dailylife.

PLANET PoE IP Phones - VIP-100PT / VIP-150PT are ideal IP phone solution for office / home use as well as installation for Internet Telephony Service Provider (ITSP) from leading vendors. It's the delivery platform for IP voice services that makes your daily life benefit from the VoIP technologies.

Key Features 
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	Simple Installation and administration


	 

	Configuration of the VIP-100PT / VIP-150PT can be performed in minutes via the keypad, or web interfaces. Using the built-in LCD display, the VIP-152T offers user-friendly configuration guidelines, machine operation status, call status displays, and incoming call identification 
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	Feature-rich keypad IP Phone


	 

	The VIP-100PT / VIP-150PT integrate a high-quality speakerphone with the Call Hold, Forward and Transfer functions and also provides advanced telephone features, such as last number redial, incoming call history indicator in a much more convenient and functional manner than traditional telephone sets 
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	Dynamic IP address assignment, and voice communication


	 

	The PLANET VIP-100PT / VIP-150PT can act as a PPPoE/DHCP client, automatically obtaining an IP address for Internet access. 
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	Various field applications compliant


	 

	The VIP-100PT / VIP-150PT are capable of handling both peer-to-peer and H.323GK / SIP proxy registration, authentication to interact with major H.323/SIP gateway/IP Phone in the market. VIP-152T offers the most flexibility and interoperability with PLANET and 3rd party VoIP vendors, allowing the deployment of both simple and complex VoIP networks such as ITSP, PC-to-Phone/Phone-to-PC or enterprise VoIP environments
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	Standards compliant


	 

	The VIP-100PT complies with H.323 version 4, and supports H.323 fast start, H.245 tunneling, GateKeeper H.235 security mode for different occasions. The VIP-150PT complies with SIP 2.0 (RFC3261), interoperates with 3rd party SIP voice gateways/terminal/software as well as other PLANET VoIP products. Supported Voice codecs and VoIP technologies are: G.723, G.729ab, G.711mu/ma; Voice Activity Detection (VAD), and the Confort Noise Generation (CNG).



	


Product Applications
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ITSP solution:


The VIP-150PT can be powered from the POE switch, for example, PLANET FGSW-2402PVS, 24-port POE switch, and look up the SIP proxy server in the Internet for phone to phone communication.

SPECIFICATION 

	Product 
	H.323 PoE IP Phone 
	SIP PoE IP Phone

	Model
	VIP-100PT
	VIP-150PT 

	Hardware Specification 

	WAN 
	1 x 10/100Mbps RJ-45 port (Power Over Ethernet 802.3af function)

	PC
	1 x 10/100Mbps RJ-45 port

	LCD display
	2 x 16 characters

	Speaker
	8 Ohm/0.2 Watt speaker for speakerphone operation

	Protocols and Standard

	Standard 
	H.323 version 4,H.323 Fast start, H.245 Tunneling and H.245 DTMF relay
	SIP 2.0 (RFC3261), SIP digest authentication (MD5), 

	Voice codec
	G.723.1 (6.3k/5.3k), G.729A/B, G.711 (A-law/U-law)

	Voice Standard
	Voice activity detection (VAD)
Comfort noise generation (CNG)
Dynamic Jitter Buffer

	Supplementary services
	Immediate (unconditional) call forwarding
Busy call forwarding
No answer calls forwarding 
Call hold/transferring.

	Call history
	Record incoming call 
Outgoing call 
Missed (not accepted) call history

	Protocols
	RFC-3261, H.323, TCP//IP, UDP/RTP/RTCP, HTTP, ICMP, ARP, DNS, DHCP, NTP/SNTP, FTP, PPP, PPPoE 

	Network and Configuration

	Access Mode
	Static IP, PPPoE, DHCP

	Management
	Web, Keypad

	Dimension (W x D x H)
	170 mm x 220 mm x 60 mm

	Operating Environment 
	0~40 degree C, 10~95% humidity 

	Power Requirement
	12V DC 

	EMC/EMI
	CE, FCC Class B


http://www.planet.com.tw/news/productnews/VIP-150PT.htm
7. Direct Attached 10/100Mbps Fast Ethernet Print Server
FPS-1001
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The FPS-1001 allows you to share parallel printer over any network. It is not only giving network users greater flexibility, but also removing the load from the file server. Thus the product enhances printing performance as well as overall network performance. In addition, by using our Windows based installation program, configuration can be completed in minutes. Equipped with the printing interface - DB36, the FPS-1001 provides a direct connection to your printer.

The FPS-1001 is configurable through a Web Browser or a Windows-based management utility. With various network printing methods including Windows Peer-to-Peer printing, NetWare and Windows server based Queues printing, LPR printing, Internet Printing Protocol (IPP), Mail Printing and AppleTalk for Macintosh, the FPS-1001 is the ideal solution for printer sharing in every network.

Key Features 

	[image: image59.png]



	Support for most popular NOS


	 

	Unix, Linux: TCP/IP, LPD, TFTP
Windows: LPR, PTP driver, IPP 
Apple: EtherTalk Chooser
NetWare 5.0 or above: TCP/IP
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	Auto-Sensing


	 

	Supports 10/100Mbps Auto-Nway, Automatically Negotiates optimal mode, 10/20Mbps, 100/200Mbps
Ethernet 802.2, Ethernet 802.3, SNAP Auto-Detect 
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	Support up to 3 logical printers for TCP/IP networks


	 

	Handles up to 3 logical printers, users can easily redirect to their own 'name' printer without confusion
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	Easy Management


	 

	Intuitive management utility provided for Windows 95/98/2000/Me/NT/XP/Server 2003 or Web-Base Management


	[image: image63.png]



	User Access Control


	 

	Provides a MAC table for network administrator to manage the printing tasks from authorized users
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	Internet Printing Protocol (IPP) Support


	 

	FPS-1001 can act as IPP (Internet Printing Protocol) Server, allowing your clients, suppliers, and colleagues to operate your printers from anywhere on the Internet. Windows IPP Client software is also supplied.
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	Support UPnP function


	 

	UPnP users can locate this print server in Network Neighbor once it is connected.



	


Application
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All the users that work with different OS, such as Windows, Linux, Mac OS and Novell can print to the printer via FPS-1001 at the same time. Secondly, as soon as the print server is assigned with a legal IP address, not only local users, but also Internet users can connect to the attached printer through Internet with IPP printing function for satisfying the printing needs.

SPECIFICATION 

	Model
	FPS-1001

	Printer Connector
	1 * 36-pin Centronics (male)

	Ethernet Connector
	1 * 10/100Base-TX 

	LEDs
	3; PWR, LPT, LNK

	Protocol Support
	TCP/IP, NetBEUI, AppleTalk, HTTP, IPP, DHCP, LPR

	Power Input
	5V DC, 2.5A

	Cabling Type 
	10Base-T UTP Cat 3 or better
100Base-TX UTP Cat5 or better

	Network Speed
	10/100Mbps, Half-Duplex mode
20/200Mbps, Full-Duplex mode

	Dimention (L * W * H)
	92 x 63 x 32 (mm)

	Weight
	63g

	Environmental Specifications
	Operating Temperature : 0~50 degree C
Storage Temperature: -25 ~ 75 degree C
Operating Humidity: 5~95%
Storage Humidity: 5~95%

	EMI
	CE, FCC Class B

	Remark
	FPS-1001 do not support GDI interface printer


http://www.planet.com.tw/news/productnews/FPS-1001.htm
8. 802.11g Wireless Direct Attached Print Server
FPS-1100DG
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Operate your printer wirelessly by using PLANET 802.11g Wireless Print Server, the FPS-1100DG. This device provides a built-in high-performance wireless interface at the transfer rate up to 54Mbps for users to enjoy the convenience of wireless printing. The Print Server supports both "Ad-Hoc mode" (point-to-point wireless networks) and "Infrastructure mode" (using your existing Wireless access point). Users can make choice of the most appropriate mode for their own wireless network. Since the FPS-1100DG is compliant with 802.11b/g, you can use FPS-1100DG with your existing 802.11b network as well. 

It is not only giving network users greater flexibility, but also removing the load from the file server. Thus the product enhances printing performance as well as overall network performance. In addition, by using our Windows based installation program, configuration can be completed in minutes. Equipped with the printing interface - DB36, the FPS-1100DG provides a direct connection to your printer.

The FPS-1100DG is configurable through a Web Browser or a Windows-based management utility. With various network printing methods including Windows Peer-to-Peer printing, NetWare and Windows server based Queues printing, LPR printing, Internet Printing Protocol (IPP) and AppleTalk for Macintosh, the FPS-1100DG is the ideal solution for printer sharing in every existing network.

Product Applications
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Application 1: 

Connect to Ethernet and share the parallel printer to all local network and Internet users. 

[image: image69.png]



Application 2:

Work with Wireless interface and configure the Print Server to "Infrastructure" mode. All wired, wireless and Internet users could share the printer.
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Application 3:

Work with the Wireless interface and configure the print server to "Ad-Hoc" mode. All wireless users can share the printer.

Key Features 
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	Support for most popular NOS. 
Unix, Linux: TCP/IP, LPD. 
Windows: LPR, PTP driver, IPP, TCP/IP, SMB. 
Apple: Ether Talk Chooser. NetWare 5.0 or above: TCP/IP.
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	Auto-Sensing. 
Supports 10/100Mbps Auto-Nway, automatically negotiates optimal mode, 10/20Mbps, 100/200Mbps.
Ethernet 802.2, Ethernet 802.3, SNAP Auto-Detect. 
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	Support up to 8 logical printers for TCP/IP networks. 
Handles up to 8 logical printers, users can easily redirect to their own 'name' printer without confusion.
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	Easy Management. 
Intuitive management utility provided for Windows 95/98/2000/Me/NT/XP/Server 2003 or Web-Base Management.
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	Internet Printing Protocol (IPP) Support. 
FPS-1100DG can act as IPP (Internet Printing Protocol) Server, allowing your clients, suppliers, and colleagues to operate your printers from anywhere on the Internet. Windows IPP Client software is also supplied.
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	Enhanced Wireless Security. 
FPS-1100DG supports 64/128bit WEP and WPA-PSK mechanisms to protect the wireless data transmission.



	


SPECIFICATION 

	Model 
	FPS-1100DG 

	Wired Interface

	Media Interface
	1 * RJ-45 port

	Standards
	IEEE802.3, 10Base-T; IEEE802.3u, 100Base-TX

	Cabling
	Category 5/5e or above, 2-pair

	Wireless Interface

	Frequency 
	2.4 to 2.4835 GHz (ISM Band)

	Standards
	IEEE802.11b ; IEEE802.11g

	Encryption
	WPA-PSK, 64/128bit WEP

	Data Rate
	802.11b: 1, 2, 5.5, 11Mbps
802.11g: 6, 9, 12, 18, 24, 36, 48, 54Mbps 

	Output Power
	18dBm

	General 

	Printer Ports
	1 * 36-pin Centronics (male)

	Antenna Connector
	1 * SMA connector

	Protocols 
	TCP/IP, NetBEUI, AppleTalk

	NOS Support
	Windows 95/98/Me/2000/NT/XP/Server 2003, Linux, Unix, and MAC OS

	Printing methods
	TCP/IP, SMB, AppleTalk, IPP, LPR

	Management Tools
	Windows-base utility, Web-based management

	LEDs
	3; WLAN, ACT, LAN

	Dimension
	86 x 62 x 23 mm

	Weight
	90g

	Power Supply
	5VDC, 2A

	Emission
	FCC / CE

	Environmental Specifications
	Operating Temperature: 0~55 degree C, Storage Temperature: -10 ~ 70 degree C
Operating Humidity: 10~95%, Storage Humidity: 10~95% 

	Remark
	FPS-1100DG do not support GDI interface printer


http://www.planet.com.tw/news/productnews/FPS-1100DG.htm
9. Content Security Gateway
CS-500
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The innovation of the Internet has created tremendous worldwide opportunities for e-business and information sharing, and it also creates network security problems, so the security request will be primarily concerned for the enterprise. 
The PLANET Content Security Gateway CS-500, a particularly designed security gateway for small business, adopts Heuristics Analysis to filter spam and virus mails. The auto-training system can raise identify rate of spam, and built-in Clam virus scan engine can detect viruses, worms and other threats from email transfer.

Meanwhile, Instant Messaging (IM) and peer-to-peer (P2P) are the rapid growing communications medium all the time, and the spread of IM and P2P has created a network security threats and consumed amount of bandwidth. The CS-500 also can prevent employees from using varied IM and P2P, such as MSN, Yahoo Messenger, ICQ, QQ and Skype. 

The CS-500 not only can filter spam and virus mail, but also is a high-performance VPN firewall. The firewall function can defense hacker and blaster attack from the Internet. 

Application

Small business, branch offices, and SOHO
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Key Features 

	[image: image79.png]



	Anti-Spam Filtering: Multiple defense layers (Head Analysis, Text Analysis, Blacklist & Whitelist, Bayesian Filtering), and Heuristics Analysis to block over 95% spam mails. Customized notification options and spam mail reports are provided for administrator. Varied actions towards spam mails include: Delete, Deliver, and Forward. Built-in auto-training system increase identify rate of spam mails substantially.

	[image: image80.png]



	Anti-Virus Protection: Built-in Clam virus scan engine can detect viruses, worms, and other threats from email transfer. Scan mission-critical content protocols-SMTP, POP in real time as traffic enters the network to provide maximum protection. Customized notification options and virus mail reports are provided for administrator. Varied actions toward spam mails include: Delete, Deliver, and Forward.
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	Policy-based Firewall: The built-in policy-based firewall prevents many known hacker attacks including SYN attack, ICMP flood, UDP flood, Ping of Death, etc. The access control function allowed only specified WAN or LAN users to use only allowed network services on specific time.
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	VPN Connectivity: The security gateway supports PPTP server/client and IPSec VPN. With DES, 3DES and AES encryption and SHA-1 / MD5 authentication, the network traffic over public Internet is secure. 
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	Content Filtering: The security gateway can block network connection based on URLs, Scripts (The Pop-up, Java Applet, cookies and Active X), P2P (eDonkey, Bit Torrent and WinMX), Instant Messaging (MSN, Yahoo Messenger, ICQ, QQ and Skype) and Download.
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	Multiple NAT: Multiple NAT allows local port to set multiple subnet works and connect to the Internet through different WAN IP addresses.


SPECIFICATION 

	Product
	Content Security Gateway

	Model 
	CS-500

	Hardware

	Ethernet
	LAN 
	1 x 10/100Mbps RJ-45

	
	WAN
	1 x 10/100Mbps RJ-45 

	
	DMZ
	1 x 10/100Mbps RJ-45

	LED 
	POWER, STATUS, WAN, LAN, DMZ

	Power
	5V DC, 2.4A

	Operating Environment
	Temperature: 0 ~ 50 degree C
Relative Humidity: 10% ~ 90%

	Dimension 
	220 x 150 x 40 mm

	Regulatory
	FCC, CE Mark

	Software

	Management 
	Web

	Network Connection
	Transparent, NAT, Multi-NAT

	Routing Mode
	Static Route, RIPv2

	Concurrent Sessions
	110,000

	New session / second
	8,000

	Email Capacity per Day
	90,000

	Firewall Throughput
	100Mbps

	3DES Throughput
	15Mbps

	Firewall
	Policy-based Firewall rule with schedule, NAT/ NAPT, SPI Firewall

	VPN Tunnels
	200

	VPN Function
	PPTP server and client, IPSec
DES, 3DES and AES encrypting
SHA-1 / MD5 authentication algorithm
Remote access VPN (Client-to-Site) and Site to Site VPN

	Content Filtering
	URL, P2P Application, Instant Message and download Blocking
Blocks Popup, Java Applet, cookies and Active X

	Anti-Attack
	Hacker Alert : Sasser, Code Red, SYN Flood, ICMP Flood, UDP Flood
Blaster Alert

	Scanned Mail Settings
	The allowed size of scanned mail : 10 ~ 512KBytes

	Anti-Virus
	Email attachment virus scanning by SMTP, POP3
Inbound scanning for internal and external Mail Server
Action of infected mail : Delete, Deliver to the recipient, forward to a specific account
Automatic or manual update virus database

	Anti-Spam
	Inbound scanning for external and internal Mail Server
Check sender address in RBL
Black list and white list support auto training system
Action of spam mail : Delete, Deliver to the recipient, forward to a specific account
Up to 100 spam mail rule entries 

	Logs
	Log and alarm for event and traffic
Log can be saved from web, sent by e-mail or sent to syslog server

	Statistics
	Traffic statistic for WAN interface and policies, Graphic display

	Others
	Dynamic DNS, NTP support, DHCP server, Virtual server, Mapping IP (DMZ)


http://www.planet.com.tw/news/productnews/CS-500.htm
10. 24-Port 10/100/1000Mbps Gigabit Ethernet Switch
GSW-2401
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The PLANET GSW-2401 is 10/100/1000Mbps Gigabit Ethernet switch with 24 ports respectively, and non-blocking wire-speed performance. With a 48Gbps internal switching fabric, the GSW-2401 can handle extremely large amounts of data in a secure topology linking to a backbone or high capacity servers. The GSW-2401 has 8K MAC Address table and provides 400KB buffer memory. The GSW-2401offers wire-speed packets transfer performance without risk of packet loss. The high data throughput of GSW-2401 makes it ideal for most Gigabit environments, especially while network upgrades to a Gigabit environment.
All RJ-45 copper interfaces support 10/100/1000Mbps Auto-Negotiation for optimal speed detection through RJ-45 Category 6, 5 or 5e cables. Support is standard for Auto-MDI/MDI-X that can detect the type of connection to any Ethernet device without requiring special straight or crossover cables. 
The Flow Control function allows your Gigabit switch supported routers and servers to directly connect to this switch for fast, reliable data transfer.

Product Application 

Backbone Switch

With up to 48 Gigabits per second of non-blocking switch fabric, the GSW-2401 can easily provide the high bandwidth required both now and future.

Server Farm Switch

Providing 24 Gigabit Ethernet ports, the GSW-2401 is ideal to use as a server farm switch connecting to your servers and powerful desktops.

Key Features 
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	Complies with IEEE802.3, 10Base-T, IEEE802.3u 100Base-TX, IEEE802.3ab 1000Base-T
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	24-Port 10/100/1000Mbps Gigabit Ethernet ports
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	Features Store-and-Forward mode with wire-speed filtering and forwarding rates
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	Hardware based 10/100Mbps, half/full duplex and 1000Mbps full duplex mode, flow control and auto-negotiation
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	IEEE802.3x flow control for full duplex operation and backpressure for half duplex operation
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	Integrated address look-up engine, support 4K/8K absolute MAC addresses
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	Provide 400KB buffer memory 
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	9K Jumbo packet support 
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	Automatic address learning and address aging
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	Supports Auto MDI/MDI-X function 
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	Support CSMA/CD protocol 


	[image: image97.png]



	100~240VAC, 3.0A, 50~60Hz universal Power input 
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	FCC, CE class A complian



	


SPECIFICATION 

	Model
	GSW-2401

	Hardware Specification 

	Network Ports
	24-Port 10/100/100Mbps RJ-45 with Auto-MDI/MDI-X

	Switch Processing Scheme
	Store-and-Forward 

	Switch fabric
	48Gbps

	Throughput (packet per second) 
	35.7Mbps

	Address Table
	8K Entries

	Share data Buffer
	400KB

	Flow Control 
	Back pressure for half duplex, IEEE 802.3x Pause Frame for full duplex 

	Dimension (W x H x D) 
	440 x 44 x 120 mm

	Weight
	1.75 KG

	Power Requirement 
	100~240 VAC, 3.0A, 50-60 Hz

	Power Consumption
	30 watts, 102BTU

	Temperature 
	Operating: 0~50 degree C, Storage -40~70 degree 

	Humidity Operating: 
	10% to 90%, Storage: 5% to 95% (Non-condensing) 

	Standards Conformance 

	Regulation Compliance 
	FCC Part 15 Class A, CE 

	Standards Compliance 
	IEEE 802.3 (Ethernet)
IEEE 802.3u (Fast Ethernet)
IEEE 802.3ab(Gigabit Ethernet)
IEEE 802.3x (full-duplex flow control)
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