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Email-related protocols & standards on OSI-7 model
1. Email-related Protocols:

LDAP, SMTP, IMAP, POP3, HTTP, LMTP, FTP.
LDAP: LDAP stands for Lightweight Directory Access Protocol. As the name suggests, it is a lightweight protocol for accessing directory services, specifically X.500-based directory services. LDAP runs over TCP/IP or other connection oriented transfer services. Nowadays many LDAP servers are implemented using standard RDBMSes underneath and they talk to the rest of the world via XML documents served over HTTP. (As it is served over HTTP, it should be an application layer protocol)
(http://philip.greenspun.com/seia/glossary) 
SMTP: Short for Simple Mail Transfer Protocol, a protocol for sending e-mail messages between servers. Most e-mail systems that send mail over the Internet use SMTP to send messages from one server to another; the messages can then be retrieved with an e-mail client using either POP or IMAP. In addition, SMTP is generally used to send messages from a mail client to a mail server. (SMTP is an application layer protocol) 

(http://www.webopedia.com/TERM/S/SMTP.html) 
IMAP: Short for Internet Message Access Protocol, a protocol for retrieving e-mail messages. The latest version, IMAP4, is similar to POP3 but supports some additional features. For example, with IMAP4, you can search through your e-mail messages for keywords while the messages are still on mail server. You can then choose which messages to download to your machine. (IMAP is an application layer protocol)

(http://www.webopedia.com/TERM/I/IMAP.html)
POP3: POP3 (Post Office Protocol 3) is the most recent version of a standard protocol for receiving e-mail. POP3 is a client/server protocol in which e-mail is received and held for you by your Internet server. Periodically, you (or your client e-mail receiver) check your mail-box on the server and download any mail, probably using POP3. This standard protocol is built into most popular e-mail products, such as Eudora and Outlook Express. It's also built into the Netscape and Microsoft Internet Explorer browsers. POP3 is designed to delete mail on the server as soon as the user has downloaded it. However, some implementations allow users or an administrator to specify that mail be saved for some period of time. POP can be thought of as a "store-and-forward" service. (POP3 is an application layer protocol)
(http://www.webopedia.com/TERM/S/SMTP.html )
HTTP: HTTP (Hypertext Transfer Protocol) is the set of rules for transferring files (text, graphic images, sound, video, and other multimedia files) on the World Wide Web. As soon as a Web user opens their Web browser, the user is indirectly making use of HTTP. HTTP is an application protocol that runs on top of the TCP/IP suite of protocols. (HTTP is an application layer protocol)
(http://searchwebservices.techtarget.com/sDefinition/0,,sid26_gci214004,00.html )
LMTP: The Local Mail Transfer Protocol or LMTP is a derivate of SMTP, the Simple Mail Transfer Protocol.
It is designed as an alternative to normal SMTP for situations where the receiving side does not have a mail queue, such as a Mail Delivery Agent MDA that understands SMTP conversations. (LMTP is an application level protocol, which runs on top of TCP/IP.)
(http://www.fact-index.com/l/lm/lmtp.html )

FTP: File Transfer Protocol (FTP), a standard Internet protocol, is the simplest way to exchange files between computers on the Internet. Like the Hypertext Transfer Protocol (HTTP), which transfers displayable Web pages and related files, and the Simple Mail Transfer Protocol (SMTP), which transfers e-mail, FTP is an application protocol that uses the Internet's TCP/IP protocols. FTP is commonly used to transfer Web page files from their creator to the computer that acts as their server for everyone on the Internet. It's also commonly used to download programs and other files to your computer from other servers. (http://searchnetworking.techtarget.com/sDefinition/0,,sid7_gci213976,00.html )
2. Email-related Standards:

Multi-part MIME, vCal and vCard, PGP/GPG, SASL, SSL/TLS, Sieve
SASL: is the Simple Authentication and Security Layer, a method for adding authentication support to connection-based protocols. To use SASL, a protocol includes a command for identifying and authenticating a user to a server and for optionally negotiating protection of subsequent protocol interactions. If its use is negotiated, a security layer is inserted between the protocol and the connection.

(http://asg.web.cmu.edu/sasl/ ) 
Secure Sockets Layer (SSL)/TLS: A proposed open standard that was developed by Netscape Communications for establishing a secure communications channel to prevent the interception of critical information, such as credit card numbers. The SSL protocol runs above TCP/IP and below higher-level protocols such as HTTP or IMAP. The new Internet Engineering Task Force (IETF) standard called Transport Layer Security (TLS) is based on SSL.
(http://office.microsoft.com/en-us/assistance/HP052822821033.aspx )
MIME: Short for Multipurpose Internet Mail Extensions, a specification for formatting non-ASCII messages so that they can be sent over the Internet. Many e-mail clients now support MIME, which enables them to send and receive graphics, audio, and video files via the Internet mail system. In addition, MIME supports messages in character sets other than ASCII. There are many predefined MIME types, such as GIF graphics files and PostScript files. It is also possible to define your own MIME types. In addition to e-mail applications, Web browsers also support various MIME types. This enables the browser to display or output files that are not in HTML format. A multipart type typically used for email attachments. (MIME is in application layer)
(http://www.webopedia.com/TERM/M/MIME.html) 
PGP: PGP is one of the most common and effective ways to protect messages on the Internet. PGP stands for pretty good privacy. It is free and easy to use. PGP is based on the public-key method. There are two --one is a public key that you give out to anyone from whom you want to receive a message. The other is a private key that you use to decrypt messages that you receive. You need the PGP encryption package to encrypt a message using PGP. This is available for free from a number of sources, including the official repository at MIT.

(www.monstercommerce.com/shopping_cart_glossary/shopping_cart_glossary_p.asp )
vCard: vCard is an electronic business card. vCard was developed by the Versit consortium founded by Apple, ATandT, IBM, and Siemens, which turned the specification over to an industry group, the Internet Mail Consortium (IMC) in 1996. The vCard specification makes use of the "person" object defined by the CCITT X.500 Series Recommendation for Directory Services and can be considered an extension of it. A vCard contains a name, address information, date and time, and optionally photographs, company logos, sound clips, and geo-positioning information. vCards carry vital directory information such as name, addresses (business, home, mailing, parcel), telephone numbers (home, business, fax, pager, cellular, ISDN, voice, data, video), email addresses and Internet URLs (Universal Resource Locators). All vCards can also have graphics and multimedia including photographs, company logos, audio clips such as for name pronunciation Geographic and time zone information in vCards let others know when to contact you. Of course, vCards support multiple languages. The vCard spec is transport and operating system independent so you can have vCard-ready software on any computer. vCards are Internet friendly, standards based, and have wide industry support. 

vCalendar: The Basis for Cross-Platform Scheduling
vCalendar defines a transport and platform-independent format for exchanging calendaring and scheduling information in an easy, automated, and consistent manner. It captures information about event and "to-do" items that are normally used by applications such as a personal information managers (PIMs) and group schedulers. Programs that use vCalendar can exchange important data about events so that you can schedule meetings with anyone who has a vCalendar-aware program.
(http://www.ericlindsay.com/computer/vcard.htm)
Sieve: Sieve is a language that can be used to create filters for electronic mail. It is not tied to any particular operating system or mail architecture. It requires the use of RFC822-compliant messages, but otherwise should generalize to other systems that meet these criteria.
(http://www.cyrusoft.com/sieve/ )
3. Table

	OSI-7 Layer
	Email-related protocols or standards
	The functionality of the protocols/standards in email system

	Application
	SMTP
	Send email messages between servers or client and server

	
	POP3
	Retrieve email messages

	
	IMAP
	Retrieve email messages

	
	HTTP
	Web mail user browse email through HTTP

Administrate the email server by HTTP interface

Outlook user can connect to an Exchange server through the Internet using RPC over HTTP

	
	LMTP
	Alternative to normal SMTP

	
	LDAP
	In kolab server, LDAP keeps the central user data including credentials

	
	MIME
	MIME allows your mail client to send and receive things like spreadsheets and audio, video and graphics files via Internet mail.
A multipart type typically used for email attachments.

	
	PGP
	Email is encrypted using PGP at application level

	
	SASL
	SASL is used by all the components in Kolab server and uses OpenLDAP as the store for Authentication information.

	
	Sieve
	Language Used to create email filters

	
	FTP
	In kolab server, windows clients can publish their free-busy lists via anonymous FTP on the server

	
	vCal & vCard
	A file standards used by kolab server
Can be attached in the email, store the information about the user. 

	Presentation
	SSL/TLS
	Authenticate the server to the client.
Establish an encrypted SSL connection

the SMTP relay accepts SMTP over TLS connections

	Session
	RPC
	Microsoft Outlook communicates with the Exchange server using remote procedure call (RPC) 

	Transport
	TCP
	the SMTP relay accepts SMTP over TLS connections

	Network
	IP
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