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WEB SERVICES TECHNOLOGIES: Backend Systems.

I. Vertical Scope of Research Activity

1. Objective, Definition and Functionality of Technology:

Web services are a collection of functions that are packaged as a single entity and published to the network for use by other programs. They are building blocks for creating open distributed systems and allow client applications to perform processing functions over the web.

Differences in programming languages and middleware within an organization made enterprise application integration very difficult before the advent of web services and its objective was to make interoperability between applications a reality. With the use of web services, now, two businesses, departments or applications can be integrated quickly and cost-effectively, so long as they are Internet – enabled.

Web services are based on XML messaging over standard web protocols such as HTTP and specifications like SOAP, WSDL, UDDI detail how web services interact with each other: how the messages are formed, how the services are built and described, and how they are registered so that they can be found by prospective users. 

(http://www.theserverside.com/articles/article.jsp?l=J2EE-vs-DOTNET)

- For a more detailed discussion of Web services functionality as well as how they are built, look at the sub- paper attached.

2. Scalability, Availability, Security, Ease of use:

Web services need to provide benefits in performance, reliability, flexibility, and introduce opportunities for efficiencies that cannot be realised in a single-server deployment. To function on a number of servers (i.e., use an intermediary server to deal with the detailed, service-providing process), an application needs to do two things; direct requests to an appropriate server, and enable that server to process them and provide an appropriate response.

Because Web Service payloads are based on XML, mechanisms have the opportunity to operate on individual XML elements, as well as the entire message. This offers far greater flexibility when transferring service semantics to an intermediary. Optimisations techniques must be easy for service developers to understand and use e.g., caching, store and forward techniques. (http://www.w3.org/2001/03/WSWS-popa/paper33)

Web services require security fundamentals such as signature and encryption mechanisms as well as higher-level security applications such as authentication, authorization, and trust services predicated on the fundamentals. There are industry standards available (e.g. SSL, digital certificates) to solve these demands independently. Mechanisms for dealing with access control, confidentiality, integrity and non- repudiation, can also be provided by using the SOAP extensions in the SOAP extensibility model. 

(http://www.w3.org/2001/03/WSWS-popa/paper22)

(http://www.w3.org/2001/03/WSWS-popa/paper35)

(http://www.w3.org/2001/03/WSWS-popa/paper12)

3. Standards, approving organization and Maturity of standards and technology: 

World Wide Web Consortium (W3C), The Internet Engineering Task Force (IETF), Organization for the Advancement of Structured Information Standards (OASIS) and United Nations Centre for Trade Facilitation and Electronic Business (UN/CEFACT) among others are involved in standardising web services specifications.

W3C has set up the XML Protocol, Web Services Description, Web Services Choreography Working groups, and the Semantic Web Services Interest Group. The XML Digital Signatures working group is a joint venture of the IETF   and W3C and is responsible for SOAP v 1.2. OASIS and UN/CEFACT are working towards developing ebXML into an accepted industry standard while OASIS has also been responsible for the management of UDDI since July ‘02. (http://www.ietf.org/html.charters/OLD/xmldsig-charter.html) (http://www.ebxml.org/geninfo.htm)

(http://www.unbcf.org/news2.html)

Traditionally, web services have been implemented with ad hoc mechanisms such as CGI scripts. Now, XML messaging over standards like HTTP and SOAP, WSDL, UDDI and ebXML have formalized the concept of Web Services and the widespread industry acceptance of these specifications has made it a very low-risk technology for corporations to adopt. (http://www.w3.org/2001/03/WSWS-popa/paper35)

(http://www.theserverside.com/articles/article.jsp?l=J2EE-vs-DOTNET)

4. Chronologic information of endorsement:

( XML debuted in 1995 and WSDL evolved from the subsidiary interface definition information needed by early implementations of SOAP to the XML protocol in Feb 2001.

( Microsoft submitted a first version of SOAP to the IETF in December 1999 and Ariba, IBM, Compaq, HP and others submitted SOAP 1.1 to W3C in April 2000.

SOAP v 1.2 was finalised by W3C in June 2003.

( UDDI started by Ariba, IBM and Microsoft - mid 2000 and its technical development was transferred to OASIS in June 2002. By the end of 2002, UDDI was widely accepted by the industry.

( Sun, SAP, BEA and others announce work on Web Service Choreography Interface (WSCI)- designed to work with Web services based on the standard data format XML –27th June 2002

( New specifications released by IBM, Microsoft, VeriSign and others aimed at web service security in December 2002, including WS-Secure Conversation, WS-Security Policy and are expected to be finalized by mid-March 2004.

( By Feb 2003, web services were acknowledged as a major step in technological evolution.

(http://www.w3.org/Submission/)

(http://www.computerworld.com/news/)

(http://www.computerworld.com/softwaretopics/erp/)

(http://www.computerworld.com/developmenttopics/webservices)

II. Horizontal Scope of Research Activity:

1. Product Comparison:

SOAP vs. ebXML: 

SOAP is only sufficient for simple web services; extended business exchanges require an agreed-upon structure for business transactions, multi-request transactions, schemas, and document flow. These requirements stretch the limits of a purely SOAP based implementation which is sufficient for simple businesses.  ebXML is a more robust suite of XML specifications dealing with the more complex issues and placing SOAP as the solution for simple, lightweight communication.(http://xmlhack.com/read.php?item=944)

SOAP v1.1 vs. SOAP v 1.2:

1.1 was a de facto standard, never vetted by a standards body whereas v 1.2 has gone through a rigorous public-review process and substantive interoperability testing by the XML Protocol Working Group.

While SOAP 1.1 confined users to sending messages over HTTP, with 1.2, they will be able to choose other protocols, such as SMTP, TCP/IP, etc.

(http://www.computerworld.com/developmenttopics/development/webdev/story/0,10801,82599,00.html)

- For a comparison between SOAP and XML vs. EJBs, look at the sub- paper attached.

2. Deployment Information:

All the big vendors -- Microsoft Corp., Sun Microsystems Inc., Hewlett-Packard Co., Oracle Corp. and IBM – had a strategy to support Web services by March 2001. The Oracle 9i Application Server supports J2EE, comes with a Web Cache and a Portal and is used by companies like Boeing to reduce complexity; the Borland Enterprise Server comes with an Apache server, a Tomcat container and supports CORBA; Apple computers Web Objects (newest version, 5.2) is an ADE to build standards based web services without writing low level code.

(http://www.istart.co.nz/index/HM20/PC0/PVC197/EX23019/CS2319)

(http://www.borland.com.au/besweb/)

(http://www.imac.co.nz/webobjects)

 In New Zealand, most businesses are now have a web services component: Villa Maria’s sales system is now completely web-services driven; in Mt Maunganui, Rapid IT is deploying web services to the farming community; Solnet is the independent sales organization for Sun, combining the services of Sun Microsystems and its iPlanet E-commerce Solutions to deploy web services to customers. 

(http://www.solnet.co.nz/)

(http://www.istart.co.nz/index/HM20/PC0/PV21875/EX22312/CS23203)

(http://www.istart.co.nz/index/HM20/PC0/PVC197/EX259/CS23853)
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